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(A) use the student count data relating to 

calculating such payment that was sub-
mitted by the local educational agency in 
the application for fiscal year 2022, provided 
that payments for fiscal year 2023 shall be 
calculated by the Secretary using the ex-
penditures and rates described in clauses (i), 
(ii), (iii), and (iv) of section 7003(b)(1)(C) of 
such Act that would otherwise apply for fis-
cal year 2023; or 

(B) use the student count data relating to 
calculating such payment for the fiscal year 
required under section 7003(c) of such Act. 

By Mr. CARDIN (for himself and 
Mr. WICKER): 

S. 2986. A bill to require a review of 
sanctions with respect to Russian 
kleptocrats and human rights abusers; 
to the Committee on Foreign Rela-
tions. 

Mr. CARDIN. Mr. President, I rise 
today to sound the alarm on the na-
tional security threat that corruption 
represents and to echo the determina-
tion made earlier this year by Presi-
dent Biden that corruption constitutes 
a core national security threat to the 
United States. 

Along with many colleagues in this 
body, I have worked long and hard to 
fight corruption—which undermines 
democracy, human rights, and the rule 
of law and is behind so many of the 
persistent problems that we seek to 
solve. 

The recently released Pandora Pa-
pers investigations—coordinated by the 
International Consortium of Investiga-
tive Journalists and involving 150 
media outlets, including The Wash-
ington Post and the Organized Crime 
and Corruption Reporting Project—re-
veal the astonishing extent to which 
questionable financial flows are enter-
ing our country and those of our allies. 
This warrants further review. Although 
we had known that such a system of 
offshore finance exists, it is still shock-
ing to see the scale of the corruption, 
documented in great detail by emails, 
contracts, and other documents. For-
eign dictators, their associates, and 
other foreign officials have stolen un-
told sums—billions of dollars—and 
moved that dirty money into our de-
mocracies, into real estate, bank ac-
counts, trusts, and other financial in-
struments. 

This is a profound threat to our na-
tional security. It hollows out the rule 
of law abroad and now it threatens to 
hollow out the rule of law at home. 

Foreign kleptocrats cannot do this 
alone. Although kleptocrats may steal 
abroad, to taint our political system 
with that money requires the assist-
ance of enablers—American lawyers, 
accountants, trust, and company serv-
ice providers, real estate professionals, 
and the like—who put aside any moral 
qualms they may have about working 
for the enemies of democracy to obtain 
a small slice of the illgotten gains. 

The Pandora Papers make clear that 
U.S. enablers apparently play an out-
sized role in helping to move stolen as-
sets from dictatorships and struggling 
democracies into consolidated democ-
racies—an appalling and corrupt trans-

ference of wealth from those who need 
it most to those who have no need at 
all. 

All told, the papers include docu-
ments from 206 U.S. trusts in 15 States 
and Washington, DC, and 22 trustee 
companies. While there is obviously 
much legitimate business to be done in 
creating and managing trusts and in-
vestments—and we should be careful 
about overstating or generalizing with-
out careful examination of each case— 
it appears that some Americans may 
have knowingly played a significant 
role in facilitating corruption. 

The papers include 300 politicians and 
public officials from more than 90 
countries and territories—though no 
Americans and exceedingly few West-
ern Europeans. This comes as no sur-
prise. The movement of corrupt money 
runs east to west, not west to east. It 
is the tragedy of the post-Cold War 
world that corruption has come west 
along with dirty money rather than de-
mocracy going east. There are names 
in the papers that also come as no sur-
prise—Putin cronies Konstantin Ernst 
and Gennady Timchenko are both 
named. Both are included on Alexey 
Navalny’s list of 35 human rights abus-
ers and kleptocrats. Timchenko is al-
ready under U.S. sanctions, though 
Ernst is not. Now would be a good time 
to consider sanctions on him. 

The Aliyevs of Azerbaijan also make 
an appearance. They collectively own a 
real estate empire in London worth 
$700 million. A Chinese Communist 
Party official also was found to have 
used an offshore company to trade in 
U.S. stocks. 

However, there is good news. It does 
not have to be this way. The triumph 
of global kleptocracy is not inevitable. 
We can fight back, and we are. Never 
before has there been an American ad-
ministration so focused on the coun-
tering corruption or a Congress so cre-
ative and aggressive in facing down the 
threat. President Biden is the first 
President ever to declare countering 
corruption to be a ‘‘core U.S. national 
security interest.’’ Congress has 
formed a Caucus against Foreign Cor-
ruption and Kleptocracy. The House re-
cently passed no fewer than six dif-
ferent counterkleptocracy measures in 
the National Defense Authorization 
Act, which included bills of mine. Now 
it is incumbent upon us in the Senate 
to do the same. 

First is the Combating Global Cor-
ruption Act that would create a public 
and tiered country-by-country report-
ing requirement on compliance with 
international anti-corruption norms 
and standards. Those countries in the 
lowest tier of this report would have 
their leadership evaluated for Global 
Magnitsky sanctions. 

Then there is the Global Magnitsky 
reauthorization that would reauthorize 
and enhance these critical sanctions 
for targeting global kleptocrats and 
human rights abusers—exactly the sort 
of people identified in the Pandora Pa-
pers. I am also proposing a new meas-

ure—and I am introducing it today— 
that would mandate the administra-
tion evaluate the ‘‘Navalny 35’’ for 
Global Magnitsky sanctions. Russian 
opposition leader Alexei Navalny’s 
Anti-Corruption Foundation, in a let-
ter addressed to President Joe Biden 
earlier this year, called for the United 
States to impose sanctions on dozens of 
Russian oligarchs and government offi-
cials, whom it credibly accuses of po-
litical persecution, human rights 
abuses, and corruption. I agree with 
the Navalny team and urge the admin-
istration to move forward on this. 

All three of these measures have been 
included in the House National Defense 
Authorization Act, and I urge my col-
leagues to include them in the Senate 
National Defense Authorization Act. 

The Pandora Papers are a wake-up 
call to all who care about the future of 
democracy. Thirty years after the end 
of the Cold War, it is time for democ-
racies to band together and demand an 
end to the unprecedented corruption 
that has come to be the defining fea-
ture of the global order. We must purge 
the dirty money from our systems and 
deny kleptocrats safe haven. 

It will take hard decisions and dif-
ficult reforms, but we can do it. We al-
ready have the bipartisan momentum. 
Now we only have to see it through. 

f 

SUBMITTED RESOLUTIONS 

SENATE RESOLUTION 410—SUP-
PORTING THE GOALS AND 
IDEALS OF NATIONAL CYBERSE-
CURITY AWARENESS MONTH TO 
RAISE AWARENESS AND EN-
HANCE THE STATE OF CYBERSE-
CURITY IN THE UNITED STATES 

Mr. PETERS (for himself, Mr. CAS-
SIDY, Ms. ROSEN, Mr. ROUNDS, Mr. COR-
NYN, Mr. KING, and Ms. HASSAN) sub-
mitted the following resolution; which 
was referred to the Committee on 
Homeland Security and Governmental 
Affairs: 

S. RES. 410 

Whereas internet-based devices are present 
in every aspect of life for many people in the 
United States, with constant connection pro-
viding opportunities for innovation and mod-
ernization; 

Whereas the COVID–19 pandemic forced 
daily aspects of societal life to online envi-
ronments that are vulnerable to cyber at-
tacks; 

Whereas the number of cellular Internet of 
Things (commonly referred to as ‘‘IoT’’) con-
nections is expected to reach 3,500,000,000 in 
2023, increasing at an annual growth rate of 
30 percent; 

Whereas a connected society is subject to 
cybersecurity threats that can compromise 
even the most personal and sensitive of in-
formation; 

Whereas connected critical infrastructure 
is subject to cybersecurity threats that can 
compromise fundamental economic and 
health and safety functions; 

Whereas malware is any malicious soft-
ware that can be used to compromise the in-
tegrity of an electronic device, including the 
various types of software that give cyber 
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criminals unique methods to monitor and 
control online activity or steal personal in-
formation or other sensitive data, such as— 

(1) adware; 
(2) botnets; 
(3) ransomware; 
(4) rootkits; 
(5) spyware; 
(6) Trojans; 
(7) viruses; and 
(8) worms; 
Whereas the Federal Bureau of Investiga-

tion received more than 2,000 ransomware 
complaints in 2020 accounting for nearly 
$30,000,000 in losses; 

Whereas social engineering to trick indi-
viduals to give up their credentials, often 
through phishing attacks, can allow 
attackers to access personal information and 
accounts, leading to substantial harm; 

Whereas public Wi-Fi hotspots can be con-
venient, but are not always secure, and may 
expose anyone connected to the network to a 
malicious cyberattack; 

Whereas there were more than 2,000,000 
cybercrimes reported to the Federal Bureau 
of Investigation in 2020 equating to more 
than $4,000,000,000 in losses; 

Whereas everyone can take simple steps to 
minimize the chance of a cybercrime, includ-
ing— 

(1) setting strong passwords; 
(2) using multi-factor authentication; 
(3) installing updates; 
(4) understanding privacy settings; 
(5) backing up data; and 
(6) thinking critically and carefully about 

online offers; 
Whereas National Cybersecurity Aware-

ness Month is a collaborative effort between 
government and industry— 

(1) to raise awareness about the impor-
tance of cybersecurity; 

(2) to provide education to public and pri-
vate sector partners through events and ini-
tiatives; 

(3) to ensure that public and private sector 
partners, and all people of the United States, 
have the tools and resources needed to be 
safer and more secure online; and 

(4) to increase the resilience of the United 
States in the event of a cyber incident; 

Whereas, in 2021, National Cybersecurity 
Awareness Month will emphasize personal 
accountability and the importance of taking 
proactive steps to enhance cybersecurity at 
home and in the workplace, focusing on key 
areas such as— 

(1) cyber hygiene; 
(2) phishing scams; and 
(3) cybersecurity trainings; 
Whereas the theme of National Cybersecu-

rity Awareness Month in 2021 is ‘‘Do Your 
Part. #BeCyberSmart.’’; 

Whereas there are approximately 500,000 
unfilled cybersecurity jobs in the United 
States; and 

Whereas the Cybersecurity and Infrastruc-
ture Security Agency of the Department of 
Homeland Security works with public sector, 
private sector, and government partners— 

(1) to share information; 
(2) to build greater trust; and 
(3) to lead the national effort to protect 

and enhance the resilience of the physical 
and cyber infrastructure of the United 
States: Now, therefore, be it 

Resolved, That the Senate— 
(1) supports the goals and ideals of Na-

tional Cybersecurity Awareness Month; 
(2) commits to continuing to work with 

Federal agencies, State, local, tribal, and 
territorial governments, businesses, edu-
cational institutions, and other organiza-
tions to enhance the state of cybersecurity 
in the United States; and 

(3) recognizes October as National Cyberse-
curity Awareness Month in 2021, with the 

theme ‘‘Do Your Part. #BeCyberSmart.’’, as 
an opportunity— 

(A) to provide education to the people of 
the United States about cybersecurity; and 

(B) to help all people of the United States 
be safer, more secure, and more aware while 
online and using connected devices. 

f 

SENATE RESOLUTION 411—DESIG-
NATING OCTOBER 6, 2021, AS ‘‘EN-
ERGY EFFICIENCY DAY’’ IN 
CELEBRATION OF THE ECONOMIC 
AND ENVIRONMENTAL BENEFITS 
THAT HAVE BEEN DRIVEN BY 
PRIVATE SECTOR INNOVATION 
AND FEDERAL ENERGY EFFI-
CIENCY POLICIES 
Mrs. SHAHEEN (for herself, Mr. 

PORTMAN, Mr. REED, Mr. WHITEHOUSE, 
Mr. MARKEY, Mr. KAINE, Mr. MERKLEY, 
Mr. HICKENLOOPER, Mr. WARNER, Ms. 
STABENOW, Mr. BLUMENTHAL, Mr. 
WYDEN, Mr. BENNET, Ms. KLOBUCHAR, 
Mr. KING, Ms. CORTEZ MASTO, Mr. 
MANCHIN, Mr. CARDIN, Ms. COLLINS, Mr. 
BROWN, Ms. CANTWELL, Ms. HIRONO, and 
Ms. HASSAN) submitted the following 
resolution; which was considered and 
agreed to: 

S. RES. 411 

Whereas October has been designated as 
‘‘National Energy Awareness Month’’; 

Whereas improvements in energy effi-
ciency technologies and practices, along 
with policies of the United States enacted 
since the 1970s, have resulted in energy sav-
ings of more than 60,000,000,000,000,000 British 
thermal units and energy cost avoidance of 
more than $800,000,000,000 annually; 

Whereas energy efficiency has enjoyed bi-
partisan support in Congress and in adminis-
trations of both parties for more than 40 
years; 

Whereas bipartisan legislation enacted 
since the 1970s to advance Federal energy ef-
ficiency policies includes— 

(1) the Energy Policy and Conservation Act 
(42 U.S.C. 6201 et seq.); 

(2) the National Appliance Energy Con-
servation Act of 1987 (Public Law 100–12; 101 
Stat. 103); 

(3) the Energy Policy Act of 1992 (42 U.S.C. 
13201 et seq.); 

(4) the Energy Policy Act of 2005 (42 U.S.C. 
15801 et seq.); 

(5) the Energy Independence and Security 
Act of 2007 (42 U.S.C. 17001 et seq.); 

(6) the Energy Efficiency Improvement Act 
of 2015 (Public Law 114–11; 129 Stat. 182); and 

(7) the Energy Act of 2020 (Public Law 116– 
260; 134 Stat. 2418). 

Whereas energy efficiency has long been 
supported by a diverse coalition of busi-
nesses (including manufacturers, utilities, 
energy service companies, and technology 
firms), public-interest organizations, envi-
ronmental and conservation groups, and 
State and local governments; 

Whereas, since 1980, the United States has 
more than doubled its energy productivity, 
realizing twice the economic output per unit 
of energy consumed; 

Whereas more than 2,000,000 individuals in 
the United States are currently employed 
across the energy efficiency sector, as the 
United States has doubled its energy produc-
tivity, and business and industry have be-
come more innovative and competitive in 
global markets; 

Whereas the Office of Energy Efficiency 
and Renewable Energy of the Department of 
Energy is the principal Federal agency re-
sponsible for renewable energy technologies 
and energy efficiency efforts; 

Whereas cutting energy waste saves the 
consumers of the United States billions of 
dollars on utility bills annually; and 

Whereas energy efficiency policies, financ-
ing innovations, and public-private partner-
ships have contributed to a reduction in en-
ergy intensity in Federal facilities by nearly 
50 percent since the mid-1970s, which results 
in direct savings to United States taxpayers: 
Now, therefore, be it 

Resolved, That the Senate— 
(1) designates October 6, 2021, as ‘‘Energy 

Efficiency Day’’; and 
(2) calls on the people of the United States 

to observe Energy Efficiency Day with ap-
propriate programs, ceremonies, and activi-
ties. 

f 

SENATE RESOLUTION 412—DESIG-
NATING OCTOBER 8, 2021, AS ‘‘NA-
TIONAL HYDROGEN AND FUEL 
CELL DAY’’ 
Mr. BLUMENTHAL (for himself, Mr. 

GRAHAM, Mr. PORTMAN, Mr. COONS, and 
Mr. MURPHY) submitted the following 
resolution; which was considered and 
agreed to: 

S. RES. 412 

Whereas hydrogen, which has an atomic 
mass of 1.008, is the most abundant element 
in the universe; 

Whereas the United States is a world lead-
er in the development and deployment of 
fuel cell and hydrogen technologies; 

Whereas hydrogen fuel cells played an in-
strumental role in the United States space 
program, helping the United States achieve 
the mission of landing a man on the Moon; 

Whereas private industry, Federal and 
State governments, national laboratories, 
and institutions of higher education con-
tinue to improve fuel cell and hydrogen tech-
nologies to address the most pressing energy, 
environmental, and economic issues of the 
United States; 

Whereas fuel cells utilizing hydrogen and 
hydrogen-rich fuels to generate electricity 
are clean, efficient, safe, and resilient tech-
nologies being used for— 

(1) stationary and backup power genera-
tion; and 

(2) zero-emission transportation for light- 
duty vehicles, industrial vehicles, delivery 
vans, buses, trucks, trains, military vehicles, 
marine applications, and aerial vehicles; 

Whereas stationary fuel cells are being 
placed in service for continuous and backup 
power to provide businesses and other energy 
consumers with reliable power in the event 
of grid outages; 

Whereas stationary fuel cells can help re-
duce water use, as compared to traditional 
power generation technologies; 

Whereas fuel cell electric vehicles that uti-
lize hydrogen can completely replicate the 
experience of internal combustion vehicles, 
including comparable range and refueling 
times; 

Whereas hydrogen fuel cell industrial vehi-
cles are deployed at logistical hubs and ware-
houses across the United States and exported 
to facilities in Europe and Asia; 

Whereas hydrogen is a nontoxic gas that 
can be derived from a variety of domesti-
cally available traditional and renewable re-
sources, including solar, wind, biogas, and 
the abundant supply of natural gas in the 
United States; 

Whereas hydrogen and fuel cells can store 
energy to help enhance the grid and maxi-
mize opportunities to deploy renewable en-
ergy; 

Whereas the United States produces and 
uses approximately 10,000,000 metric tons of 
hydrogen per year; 
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